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Jona Lawler

10 Kigh Point Caks Ln #301
Madison, WI 53719

March 18, 2004

FCC Chairman Michae) Ppwell
Federal Cammunijcations Commission
445 12th Street SW

Washington, DC 20554

FCZ Chairman Poweli:

As a concerned individual, I am writing to express my oppositian to the
Department of Justice s reguest that all new Internet <ommunjcation services be
required to have built—1in wiretapping access.

I do not helieve this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the fBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring al?
new homes be built with a peephoie Tor law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Cengress. Lawmakers, after extensive deliberatiens, set up boundaries For haw
the FBI can callect information between sources 1ike phone companies and data
sources 1ike e-mail. The FBI 5 agsressive and expansive reading of the law
would bypass the legisiative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our persohal communications. Past
efforts to provide this sort of backdoor access have not bheen successful and
only created a rich opportunity for hackers,

once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I took forward to hearing your thoughts on this matter.

Sincerely,

Jona Lawler
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Andrea Speed

6324 202nd st. ct. e.
Spahaway., WA 98387

March 18, 20604

FCC Chairman Michael Powell
Federai Communicaticns Commission
445 12th Street SW

Washington, 0C 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my oppesition to the
Department of Justice s request that ail new Internet communicaticn services be
required to have bullt-in wiretapping access.

I do nat believe this requirement is necessary. Longstanding laws already
reguire Internet Service Providers and Internet telephone companies to allow
the FBI to canduct surveillance. The FBI is going far beyond these existing
powers by trying to foerce the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to lock through.

I am very concerned that this reguirement represents an end-run around
{ongress. lawmakers, after extensive deliberations, set up boundaries for how
the FBI can c¢cllect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading cof the law
would bypass the legisiative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential far hackers and thieves cr
even rogue government agents to access opur personal communications. Past
efforts to provide this sort of backdoor &access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous sucgestian of the Department of
Justice that our new Internet communicatijon technologies should have built—in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

fndrea Speed
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Eve Moser

127 E 15
New York, NY 10003

March 18, 2004

FCC Chairman Mjchzel Powell
Federal Communications Commission
445 12th Streest SW

Washington., DC 20554

FCC Chairman Powell:

As a caoncerned individual, T am writing to express my oppositien to the
Department of Justice s request that all new Internet communication services be
reguired to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding Taws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyvond these existing
powers hy trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government reauiring all
new homes be built with a peephole for law enforcement to lock through,

T am very concerned that this reguirement represents an end-run around
congress. lLawmakers, after extensive deliberations, set up boundaries for how
the FBI can c¢cllect information bhetween sources like phone companies and data
sources like e-mail., The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government 1s creating the very real potential for hackers and thieves or
even rogque qovernment agents to access cur personal communicatiens. Past
efforts to provide this sort of backdoar access have not bheen successful and
only created a rich appoartunity for hackers.

Once again, I urge vyou to appose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincergly.

Eve Moser
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Sandra Elder

6022 188th Lane NE Apt 3—-102
Redmond, Washington 98052

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, BC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my spposition to the
Cepartment of JTustice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Praoviders and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is qoing far beyond these sxisting
powers by trying to force the industry to actually buyild its systems around
government eavesdropping. It is the equivalent of the government reguiring al}
new homes be huilt with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations. set up boundaries for how
the FBI can <ollect information between sources like phone companies and data
sources like e-mail. The FBI s agaressive and expansive reading of the law
would bypass the legislative process to aiter that careful balance.

I understand that by reguiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
eyven rogue government agents to access our perscnal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppase the dangerous suggestion of the Department of
Justice that aur new Internet communication technologies should have huiit—in
wiretapping.

I look forward to hearing your thoughts on this matter.

sincerely,

Sandra Elder
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Micah Wyatt

2008 JTudah St
San francisca, CA 54122

March 18, 2004

FCC Chairman Michael Powel]
Federal Communications Commission
445 12th Street SW

washingtan, DC 20554

FCC Chairman Powell:

fs a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do net believe this requirement is necessary. Lengstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdrapping. It is the equivalent of the government reguiring all
new homes be built with a peephole far law enforcement to look thraough.

I am very concerned that this requirement represents an end-run around
Congress. lLawmakers, after extensive deliberations, set up boundaries for how
the FBI can c¢oliect information hetween sources 1ike phone companies and data
sources Tike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
gven rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous sudggestion of the Department of
Justice that our new Internet communication technolagies should have huilt—in
wiretapping.

I look forward to hearing vour thoughts on this matter.

Sincerely,

Micah Wyatt



Tug 23 Mar 2004 11:51:‘}’3 PM EST P. 4
Jack Weisherg

200 lancaster Street
albany, ny 12210

March 18, 2004

FCC Chairman Michael Powell
Federal Cammunications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powelil:

&s a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services he
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone campanies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying te faorce the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes he huilt with a peephole for lTaw enforcement to look through.

I am very cancerned that this requirement represents an end-run around
Congress, lLawmakers, after estensive deliberations, set up boundaries far haw
the FBI can collect information between scurces 1ike phone companies and data
saurces like e—-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key tao our personal communicaticns, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of hackdoor access have naot been successful and
only created a rich opportunity far hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department cof
Justice that aur new Internet communication technologies should have built-in
wiretapping.

I Yook forward to hearing your thoughts on this matter.

Sincerely,

Jack Weisberg
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Scott DuBar

2700 Thrush Rd
Charlottesyville, va 22901

March 18, 2004

FCC Chairman Michael Powell
fFederal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not beljeve this requirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beycnd these existing
powers by trying to force the industry to actuslly build its systems around
gavernment eavesdraopping. It is the squivalent of the government regquiring all
new homes be built with a peephole for Taw enforcement to Took through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberaticns. set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the Taw
wolld bypass the tegislative process to alter that careful balance.

I understand that by reqguiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications. Past
efforts to pravide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to cppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Scott DuBar
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Philip Miller
910 SE 37th #202
Partland, OR 57214

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

[s]
I do not believe this requirement {is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies tc allaw
the FBI to conduct surveiliance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes he built with a peephole for law enforcement to look through.

I am very concerned that this recuirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading cof the law
would bypass the legisiative process to alter that careful balance.

I understand that by requirinag a master key to our personal communications, the
government 1s creating the very real potential for hackers and thieves ot
even raogue government agents to access our personal <ommunications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

¢once again., I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have buiit-—in
wiretapping.

I lock forward to hearing your thoughts cn this matter.

Sincerely,

Philip Milier
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Dolores Harding

P.0. Box 7B3
Blaamshurg, PA 17815

March 18, 2004

FCC Chairman Michael Powel}
Federal Communications Commission
445 12th Strest SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reqguest that all new Internet communication services be
required to have built-in wiretapping access.

I do not helieve this reguirement is necessary. t{ongstanding iaws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. ASHCROFT is qoing far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes he built with a peephole for law enforcement to look through.

I am very concerned that this regquirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information hetween sources 1ike phone companies and data
sources like e-mail. The FBI s aggqressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

T understand that by requiring a master key to aur personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suyggestion of the Department of
Justice that our new Internet communicatiaon technologies should have bujlt-in
wiretapping.

I look farward to hearing your thoughts on this matter.

Sincerely,

Dolores Harding
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Gary Wood Harper

2212 Pomona Gr
Pasadena, Texas 77508

March 18, 2004

FCcC Chairman Michael Powell
Federal Communicatisns Commission
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my oppositicn to the
Department of Justice s request that all new Internet communication services he
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Llongstanding Taws already
require Internet Seryice Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems arocund
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enfarcement to losk through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberaticns, set up houndaries for how
the FBI can collect information between sources like phone companies and data
sources Jike e-mail. The FBI s aggressive and expansive reading cof the law
would bypass the legislative process to alter that careful bhalance.

I understand that by requiring a master key to our personal communications, the
gavernment is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
anly created a rich apportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have huilt—in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Cary Wood Harper
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Paul Wagner

2929 N. 36 St. #2
Phoenix, AZ B5018

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, T am writing to express my sppositien to the
Department of Justice s request that all new Internet commun1cat1on services be
required to have built-in wiretapping access.

I do not bhelieve this requirement is necessary. langstanding laws already
require Internet Service Providers and Internet telephone companies to aliow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers hy trying to ferce the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government reguiring all
new homes be huilt with a peephole for law enforcement to look through.

1 am very concerned that this requirement represents an end-run around
Congress., lLawmakers, after extensive deliberaticns, set up boundaries for how
the FBI can <ollect information between sources like phane companies and data
sources Jike e-mail. The FBI s aggressive and expansive reading of the law
would hypass the legislative process to alter that careful balance.

I understand that by requiring a master key to cur personal communications, the
government is creating the very real patential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort af backdoor acc¢ess have not been successful and
only created a rich opportunity for hackers.

Once again, I urge vou to appose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapning.

I ook forward to hearing your thoughts on this matter,

Sincerely,

Mr. Paul F. Wagner
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suzanne macgillivray

2708 la mesa dr
austin, tx 78704

March 18, 2004

FCC chairman Michae]l Powell
Federal! Communicatiens Commissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, T am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. Tt is the equivatent of the government requiring all
new homes he built with a peephole faor law enforcement to Jook through.

I am very cancerned that this reguirement represents an end-run around
Congress. lLawmakers, after extensive deliberations, set up boundaries for how
the FBI can c¢ollect information between sources like phone campanies ard data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the Tegislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is ¢reating the very real notential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts ta provide this sort of backdoor access have not been successfui and
only created a rich apportunity for hackers.

Once again, I urge you to oppose the dangerous suggestijon of the Department of
Tustice that our new Internet communication technologies should have buijt-in
wiretapping.

I look forward to hearing your thoughts an this matter,

Sincerely,

Suzanne MacCillivray
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Rachel Abbey

4814 Franklin Blvd., #5
Claveland, OH 44102

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chajrman Pawell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephane campanies tc allow
the FBI to conduct surveillance. The FBI i5 going far beyond these existing
powers by trying to force the industry to actually build its systems arcund
government eavesdropping., It is the eguivalent of the gsovernment requiring all
new homes be built with a peephale for law enforcement to Took through.

I am very concerned that this requirement represents an end-run around
Congress. lawmakers, after extensive deliberations, set up houndaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e~mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful bhalance,

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thievas ar
eyen rogue qovernment agents to access our persanal communpications. Past
efforts to provide this sort of hackdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urce vou to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

T leok forward to hearing your thoughts on this matter.

Sincerely,

Rachel Abbey
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Esther wWalter

1650 Mar Ella Trail
Des Moines, IA 50310

March 18, 2004

FCC Chairman Mjchael Powell
Federal Communications Commissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concernsed individual, I am writing to express my opposition to the
Department of Tustice s request that all new Internet communication services he
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding Taws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FEI is going far heyond these existing
powers by trying to force the industry to actualiy build jts systems around
government eavesdrepping. It is the equivalent of the government requiring all
new hames be built with a peephole for law enforcement to lTook through.

I am very concerned that this requirement represents an end-run around
Congress. lLawmakers, after extensive deliberations, set up boundaries for how
the FBI <an collect information between sources 1ike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
gavernment i1s creating the very real potential for hackers and thieves or
even rogue government agents to access cur personal communications, Past
efforts to provide this sort of backdoor access have pnot been successful and
only created a rich apportunity for hackers.

once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I loak forward to hearing vour thoughts on this matter.

Sincerely,

Esther Walter
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Tohn Stolz

11 Woodland Dr.
Colts Neck, NT 07722

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this regquirement is necessary. Longstanding laws aiready
reguire Internet Service Prayviders and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
goyernment eavesdropping. It is the equivalent of the gavernment requiring al}l
new homes be built with a peephole for law enforcement to Took through.

1 am very concerned that this reguirement represents an end-run around
Cangress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone campanies and data
saurces 1ike e-mail. The FBI s aggressive and expansive reading of the law
waould bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal commynicatians, the
government is creating the very real potential for hackers and thieves or
gven rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich apportunity for hackers.

Once again, I urge you to oppose the dangerous suyggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I laok farward to hearing your thoughts on this matter.

Sincerely,

Jaohn J. Stolz
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Marsha Scott

494 W. Main St.
Gustine, TX 76435

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Straet SW

Washington, DC 20554

FCC Chairman Powell:

#s a concerned individual, I am writing to express my opposition to the
Department of Tustice s request that al} new Internet communication services be
required to have huilt—in wiretapping access.

I do not helieve this requirement is necessary. Langstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveiliance. The FBI is going far beyond these existing
powers hy trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the gavernment reguiring all
new homes be built with a peephcole for taw enforcement to Took through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources Tike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
gavernment is c¢reating the very real potential for hackers and thieves ar
even rogue government agents to access cur personal cammunicatiens. Past
effarts ta provide this sort of backdoor access haye not heen successful and
only c¢reated a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet cammunication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts an this matter.

Sincerely,

Marsha Scott



Wed 24 Mar 2004 05:54:29 AM EST P. 10
Bellis

2419 Thayer St.
Evanston, IL 60201

March 18, 2004

FCC Chairman Michael Powell
Fedaral Communications Commissian
445 12th Street SW

wWashington, DC 20554

FCC Cchairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct survejllance. The FBI is going far bayond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivaient af the government requiring all
new homes be huilt with a peephgle for law enforcement to look through.

I am very concerned that this requirement represents an end-~run around
Congress. lLawmakers, after extensive deliberations, set up boundaries for how
the FBI can callect infaormation between sources like phone companies and data
sources like e-mail. The FBI 5 aggressive and expansive reading of the Jaw
would bypass the legisiative process to alter that careful balance.

T understand that by reguiring a master key %o our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue gaovernment agents to access our persanal communications, Past
efforts to pravide this sort of backdoor acces¢ have not been successful and
oniy created a rich opportunity for hackers.

once again. I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet <ommunication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Ed Bellis
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Jason Baoley

1907 Elizaville Road
Lebanaon, IN 46052

March 18, 2004

FCC chairman Michael Powell
Federal Communications Cammissicn
445 12th Street SW

Washington, DC 20554

FCC Chajrman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—-in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to ¢onduct surveillance. The FBI is going far beyond these existing
powers hy trving to force the industry to actually build its systems around
gavernment eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very cancerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between saources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legisiative process to alter that careful balance.

I understand that by requiring a master key to our persenal communications, the
government is creating the very real potential for hackers and thieves or
eyven rogue gaovernment agents to access our personal communications. Past
effarts to provide this sort of backdoor access have not been successful and
only created a rich opportunity far hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have buitt—in
wiretapping.

1 look forward to hearing your thcughts on this matter.

Sincerely,

Tason Boley



Wed 24 Mar 2004 0_5:48:34 AM EST 2|
A11ison Stamm

161 01d Bolten Rd
Staw, ma 01775

March 18, 2004

FCC Chairman Michael Powell
Federal Communicatians Commissian
445 12th Street SW

Washingtaon, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services he
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build Tts systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
government is <reating the very real potential for hackers and thieves or
even rogue government agents to access our perschal cammunicatiens. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet <ommunication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Allison Stamm
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David Casemore
2412 River Road
Niskayuna, Ny 12309

March 18, 2004

FEC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice s request that all new Internet communication services be
required ta have built-in wiretapping access.

I do not believe this reguirement is necessary. Llongstanding lTaws already
require Internet Service Providers and Internet telephaone companies to allow
the FBI to conduct surveillance. The FBI is going far bevend these existing
powers by trying to force the industry to actually build its systems around
gavernment eavesdrapping. It is the eguivalent of the government reguiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Cangress. lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources 1ike e-mail. The FBI s agaressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications. Past
efforts to pravide this sort of backdoor ac¢ess have not been successful and
only created a rich opportunity for hackers.

Once again, I uree you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Took farward to hearing your thoughts on this matter.

Sincerely,

David Casemore and Quintin Poore
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Sharon Berger

105 W. Falls St.
Ithaca, N¥ 14850

March 18, 2004

FCC Chairman Michael Powel]
Federal Communications Commissiaon
445 12th Strest SW

Washingtaon, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my cpposition to the
Department of Justice s regquest that all new Internet communication services be
required to have built—in wiretapping access.

T do not believe this requirement 15 necessary. Longstanding laws already
require Internet Service Providers and Internet telephone <ompanies to-allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
gavernment eavesdropping. It is the eguivalent of the government reguiring all
rew homes be built with a peephale for law enforcement to Yook through.

I am very concerned that this requirement represents an end-run araund
Congress. Lawmakers, after extensive deliberations. set up boundaries for how
the FBI can c<ollect infarmation between sources like phone companies and data
sources Jike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful halance.

I understand that by requiring a master key to our persanal communications, the
government is c¢reating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications., Past
effarts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers. '

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technolagies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

' Sharan Berger
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Dehorah Schmitt

1334 Forster Brive
Madison, WI 53704

March 18, 2004

FCC Chairman Michae]l Powell
Federal Communications Cammission
445 12th Street SW

Washington, 0C 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my cpposition to the
Department of Tustice s reguest that all new Internet communication services be
required ta have huilt—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Intesrnet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
nowers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government reguiring all
new homes be built with a peephole for law enforcement to look through.

T am very c¢oncerned that this requirement represents an end-run around
Congress. lLawmakers, after extensive deliberations, set up boundaries for how
the FBI can <ollect information between sources like phone companies and data
sources 1ike e—-mail. The FBI s aggressive and expansive reading of the jaw
would bypass the legislative process to alter that caraful balance.

I understand that by requiring a master key to our personal <ommunications, the
government is ¢reating the very real potential for hackers and thieves or
even rogque goyvernment agents to access our persohal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

once again, I urge vou to oppose the dangercus suggestion of the Department of
Justice that our new Internet communication technolegies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Deborah Schmitt’
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Jim Phillips Gerald Orcholski

2400 Brigden Rd
Pasadena, Ca 31104

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 205594

FCC Chairman Powell:

A5 a concerned individual, I am writing to express my opposition to the
Department of Tustice s reguest that all new Internet communication services he
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet teiephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by tryving to force the industry to actually build its systems around
government eavesdropping. It is the squivalent of the gavernment requiring alj
new homes be built with a peephole for law enforcement to Jook through, and who
in hell would want that?

T am very concerned that this reguirement represents an end-run around
Congress. lLawmakers, after extensive deliberaticns, set up boundaries for how
the FBI can <ollect information between sources 1ike phone companies and data
sources 1ike e—mail. The FBI 5 aggressive and expansive reading of the law
would hypass the legislative process to alter that careful balance.

I understand that by requiring & master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rague government agents to access our personal c<ommunications. Past
efforts to pravide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestiaon of the Department of
Justice that our new Internet communication technologies should have built-in
wiretappina.

I look forward to hearing your thoughts on this matter.

Sincerely,

Gerald Orcholski - Tim Fhillips
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Rachel Binderman

111 Cross St Apt.1
Someryille, ma 02145

March 18, 2004

FCC Chairman Michael Powel)
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communjcation services be
required to have built-in wrretapping access.

I da not believe this requirement is necessary. Longstanding laws already
reguire Internet Service Praviders and Internet telephone <ompanies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powars by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government reguiring all
new homes he built with a peephale for law enforcement to look through.

I am very concerned that this reguirement represents an end~run around
Congress. Lawmakers, after extensive deliberations, set up boundaries far how
the FBI can <ollect information between scurces Tike phone companies and data
sources like e-mail. The FBI s aggressive and esxpansive reading of the law
would bypass the legislative process to alter that careful bhalance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
eyeh rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dahgerous suggestion of the Department of
Justice that cur new Internet communication technologies should have built—in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Rachel M. Binderman
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Barry Axelrood

3502 N 45 Street
Brown Deer, WI 53223

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chalrman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveiilance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems arounc
government eavesdropping. Tt is the equivalent aof the government reguiring all
new homes be built with a peephale for Taw enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. lLawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information hetween sources 1ike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
gavernment is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich oppartunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the bepartment of
Justice that our new Internet communication techrnologies should have built—in
wiretapping.

I Took forward to hearing vaur thoughts on this matter.

Sincerely,

Barry Axeirood



